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Modbus Routing Setup for ICL Controllers

Background

The Modbus protocol was designed as a direct connection, master-slave protocol. The protocol has no provisions for sending or receiving Modbus messages through repeating or routing nodes. ICL has developed a method of routing Modbus messages using address translation that allows intermediate nodes to translate and retransmit the messages to distant nodes and to route or translate the retuning message. This is sometimes referred to as store and forward. 

How Routing Works
When a controller is setup for Modbus routing, it looks at the address in the Modbus message on a Modbus slave session and compares it to it to a list of routing entries. If the address is within the incoming or outgoing range of a route, the address is changed to the corresponding address in the routing table and retransmitted. This works in both directions: master polls and slave responses. 

Step 1. Master polls slave at address 1. 

Step 2. Repeater 1 sees message for address 1 and looks to see if its address is in its routing table. If  it is in the table it replaces the address in the message with the new address in its routing table.

Step 3. Repeater 2 sees the repeated message from repeater 1 and looks to see if the address is in its routing table. 

Routing Setup

In order to setup Modbus routing with ICL controllers, the master and repeater nodes must all be in the same project.
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In addition, each repeater must have a Modbus slave session defined before any routing configuration is made. This is the session that will be used for repeating the Modbus messages to remote nodes. Note that this session will also act as a Modbus slave session for standard Modbus polls. See the ScadaWorks Technical Reference manual for information on creating sessions.
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Once the Modbus slave sessions have been setup, a Modbus master session must be setup on the node that will do the polling. After creating the Modbus master session, select the “Routing” tab. Click the “Hop” drop down box and select the repeater node to setup. Repeater nodes can be setup in any order. 
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After selecting the repeater node, click the “Network session” drop down box. There may be more than one Modbus slave session available on some nodes. Select the slave session that you wish to route through. This will typically be a Modbus slave session on a radio port. 
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After selecting the repeater node and Modbus slave session, the route(s) can be setup. The route is defined by three parameters the route block size, the incoming start address and the outgoing start address. 

· Route block size: specifies the number of Modbus addresses to be routed. 

· Incoming start address: specifies the first register address to be routed. 

· Outgoing start address: specifies the first register address that the message will be routed to. 

Example: A route is setup with block size of 10, incoming start address of 101 and outgoing start address of 201. This setup would route any Modbus messages destined for address 101 through 111 to addresses 201 through 211. This routing is a two-way so when the response is transmitted back to the Modbus master, the message is routed correctly.  In this example, the Modbus slaves would have addresses in the range 201 through 211, but the Master would poll addresses 101 through 111. 

Multiple routes can be setup so that several controllers can route (repeat) messages thus further extending the range of the system. 
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In this screen there are two routes setup. The first routing node will route messages with addresses from 1-10 to addresses 11-20. The second routing node will then take the messages routed from the first node with addresses 11-20 and route them to remote nodes with addresses 201-210. 

Downloading the configuration
When changes are made to the configuration, the configuration for the repeater node must be downloaded – not the Master node! If a route is changed or added for a particular repeater node, the configuration for that node must be downloaded to that controller. In the example above where two routes have been added to the Master node configuration, no configuration download to the master is required. However, both the Repeater and Repeater2 nodes must have their configurations downloaded before the routes will become active. 

Restrictions

· Routing ranges cannot overlap: A route with an block size of 10, incoming start address 101 and outgoing start address of 201 cannot exist with another route with block size of 10, incoming start address 106. These block would have overlapping incoming start address ranges. Likewise, outgoing address ranges cannot overlap. 

· Non-routed node addresses cannot exist in the range of a route: Any nodes that can be polled directly (without going through a repeater) must not be in the incoming or outgoing range of any routes. 

· Only one route can exist on a session: There can only be one routing entry for a slave session. This routing entry may route multiple contiguous addresses though (define by the block size). Also, there can only by one Modbus slave session on a port. 

Other Considerations

· Polling repeating nodes: Nodes that are used for Modbus repeaters, can be also be polled as Modbus slaves. However, a separate Modbus master network session and network events must be setup to poll the repeater node. It cannot be polled using the same session on which the route or routes are configured. 

· Register Usage: Every node requires the use of one additional Modbus address for each routing hop. 
Example: a system has a Modbus master that is to poll three slaves going over two hops. The master does not have an address. The three slaves each have their own address plus one for each routing hop to the master. In this case it would require 3 (slave addresses)  + 3 (number of slaves) x 2 (number of hops) = 9 Modbus address. 

There are 254 available addresses so the number of addresses is usually only a concern in larger systems.

· Other Modbus masters: Any Modbus master in this system must be able to tolerate messages from other masters. Some HMIs/MMIs and PLCs or controllers configured as Modbus masters will report errors if they see polls from other masters on the network. Modbus routing will look like polls from another master on the network. All ICL controllers are tolerant of other masters and therefore will not report errors when Modbus messages are routed.
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